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The security bundle in detail

Cloud Shield
• Cloud-based protection
• Secure web traffic
• German Securepoint servers
• Protection for all end devices
• Can be used in any existing 

infrastructure
• Includes content filter and Geo-IP 

blocking

Managed Windows VPN
• VPN client for Windows
• Remote configurable via the 

Unified Security Console

Mobile Device Management
• For iOS and Android
• Remotely control and configure 

devices
• Securely separate private and 

professional use on the same 
device

• Zero-touch enrollment: assign 
profiles without direct device 
access

Unified Endpoint Protection is the 
security package for all end de-
vices.

Unified Endpoint Protection (UEP) is the 
cost-effective security bundle for all types 
of end devices. With one license per de-
vice, you have access to a growing 
package of security solutions that can be 
used to protect smartphones, PCs, or net-
works.

What does this mean in practice?
The UEP license includes a combination 
of strong DNS security, the Windows 
VPN client, and powerful mobile device 
management.

Cloud Shield is the simple and effective 
entry point into high-quality IT security. 
The connection to Securepoint's secure 
Domain Name Server (DNS) already 
guarantees a high level of protection, 
and the optional settings provide additio-
nal security, for example through the im-
plementation of youth protection laws.

VPN client for Windows enables 
time-saving setup of VPN connections bet-
ween Windows devices and Securepoint 
firewalls via an online portal.

Mobile Device Management (MDM) 
enables the secure management of mobile 
devices such as smartphones and tablets 
in the workplace, in educational instituti-
ons, and in BYOD concepts.


